6. The Information Systems Security Group assumed 3
portion of the duties of the Security Officer, Office of
Joint Computer Support, during that officer's vacation in
mid-August.

8. A review of Office of Security projection in the
area of ADP allocation was requested by Mr, STATINTL
of the DDA Staff— Office Projections were considered too
high., It was determined that the office ADP allocations were
more than justified by the introduction of & number of new
Programs within the office. »

ANALYSIS

development of an updated contro] system. Lack of personnel
had forced a delay in this Program but incregsed concern in
this area has required ga reallocation of existing resources

STATISTICS
o011l
Cases pending 31 July 34
Cases opened in August 42
Cases closed in August 36
Cases pending 31 August 40
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STATINT

INFORMATION SYSTEMS SECURITY GROUP
SUMMARY REPORT - August 1974

HIGHLIGHTS

1. As requested by the Deputy Director for Operations,
representatives of the Information Systems Security Group
and the Offi i i gefed a member of the

on all aspects of com-
puter security.

2. The coordination within the Offices of Security,
Logistics and Communications has been completed on the
"Standards for Classified Plain Text Distribution in Outside
Buildings". The Deputy Director for Administration will now
be requested to approve the standards for publication.

These standards relate to the communication links in computer
systems.

3. A security evaluation of Office of Joint Computer
Support options for the Automation of Executive Registry
functions has been forwarded to the Office of Joint Computer
Support. Subsequent to this evaluation, discussions were
held with the Deputy Executive Secretary who suggested that
Information Systems Security Group be briefed on the Rapid
Search machine located in the Central Reference Service.

4. Members of the Information Systems Security Group
met with representatives of the Audit Staff who were
interested in the status and results of the Information
Systems Security Group's analysis, test and evaluation of
NPIC computer operations; this in preparation for the Audit
Staff's upcoming review of those operations.

>. Modifications suggested by members of the Deputy

Directorate of Operations to the propos
Regulation N ST\ TINT.
were made. ¢ regulation was subsequently returned to

Plans, Programs Branch, Office of Security, for reinitiation
of coordination and publication action.
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